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Policy on Information Security 
 

1. Development of Regulations and Compliance with Relevant Laws and Regulations, Etc. 

We will comply with laws and regulations and other norms related to information security. In addition, 

we will also engage in maintenance and management of security, which involves formulating internal 

rules related to information security. We will stringently address violations of laws and regulations and 

internal rules related to information security. 

 

2. Developing Systems 

We will appoint information security officers and develop systems in relation to information security. 

In addition, we will inspect and assess initiatives related to information security to ensure ongoing 

assurance of information security, and develop processes to achieve ongoing improvement. 

 

3. Employee Education and Training 

We will provide information security education to our employees in order to inform employees of 

various policies related to information security and raise their awareness regarding information 

security. 

 

4. Addressing Information Security Incidents 

We will strive to prevent information security incidents. In the unlikely event of an incident, we will 

promptly take appropriate measures such that include measures to minimize damage and prevent 

recurrence. 

 

5. Range of Application 

This Policy applies to the Group’s officers and all employees who work within the Group (regardless 

of the type of employment). 
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